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Abstract of the contribution: This paper proposes a solution to the key issue #3 Provision consistent URSP to UE across 5GS and EPS.
Discussion
This contribution is providing solution to the key issue#3 ‘Provision consistent URSP to UE across 5GS and EPS’.

Proposal
Add the following solution to TR 23.700-85.

[bookmark: _Toc97274365][bookmark: _Toc93305721]* * * First Change * * * *
6.x	Solution #x: Provision of URSP to UE when the UE attaches in the EPS
[bookmark: _Toc97274366]6.x.1	Introduction
This solution addresses key issue #X the key issue#3 ‘Provision consistent URSP to UE across 5GS and EPS’.
When the UE is attaching to the EPS system, the PGW-C+SMF node requests the PCF to provide the URSP information. The PCF provides the URSP information after interacting with the UDR.


6.x.2	Procedures
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Figure 6.X.2-1: Transfer of URSP procedure when the UE is registering to the EPS system.

The detailed steps of the procedure are defined below:
Step 1: The UE initiates attach procedure to a PLMN by sending an attach request message to the MME. The UE includes the UE policy list, UE policy classmark and UE OS ID Information Element (IE) either in a PDN connectivity request message or in the attach request message. The UE policy list, the UE policy classmark and the UE OS ID Information Element (IE) may be set in the PCO parameter in the attach request message.

NOTE1: UE policy list, the UE policy classmark and the UE OS ID are defined in 3GPP TS 24.501.

Step 2: Upon reception of the attach request message, the MME sends a create session request message containing PCO, UE status and the UE policy list, the UE policy classmark and the UE OS ID Information Element (IE) to the S-GW. The UE status may be added to the create session request message by the MME. The UE status may include following information.
· CN type: It indicates a CN type, core network type, that the UE is being or has attached. E.g., EPC or 5GC.
· Access Type: It indicates an access that the UE is accessing. E.g., 3GPP access or Non-3GPP access.
· RAT type: It indicates a Radio Access Technology that the UE is accessing. E.g., EUTRAN, EUTRAN-NB-IoT, LTE-M, or NR.
· Serving Network (PLMN ID, or PLMN ID and NID).

In this solution, the MME may determine the UE status based on local information regarding the UE in the MME or received information regarding the UE from other network node(s).

Step 3: Upon reception of the create session request message the S-GWsends the create session request message containing the PCO, the UE status and the UE policy list, the UE policy classmark and the UE OS ID Information Element (IE) to the PGW-C+SMF.

Step 4: Upon reception of the create session request message the PGW-C+SMF sends Npcf_get_UEpolicy Request message containing Policy type, S1 mode supported, N1 mode supported, the UE policy list, the UE policy classmark, the UE OS ID IE and the UE status. The Policy type indicates a type of UE policy that the PGW-C+SMF wants to fetch for the UE. If the UE policy list, the UE policy classmark and the UE OS ID Information Element (IE) are encapsulated in the PCO, the PGW-C+SMF extracts the UE policy list, the UE policy classmark and the UE OS ID Information Element (IE) from the PCO.

If policy list is not contained in the create session request message, the PGW-C+SMF includes Policy type information element. In this solution, the PGW-C+SMF may determine the Policy type information element based on the UE policy list. In this solution, the PGW-C+SMF may determine the Policy type information element based on a local configuration in the PGW-C+SMF or stored information regarding policy list of the UE.
The PGW-C+SMF may obtain the “S1 mode supported” and the “N1 mode supported” based on information regarding the UE stored in the PGW-C+SMF or received information regarding the UE from other network node(s).

Step 5: Upon reception of the message from the PGW-C+SMF, the PCF sends Nudr_get_UEpolicy Request message containing the Policy type, the S1 mode supported, the N1 mode supported, the UE policy list, the UE policy classmark, the UE OS ID and the UE status to the UDR. 

Step 6: Upon reception of the message from the PCF, the UDR transfers the UE policy to the PCF in the Nudr_get_UEpolicy Response message.

Step 7: Upon reception of the UE policy in the response message from the UDR, the PCF sends Npcf_get_UE policy response message to the PGW-C+SMF.

Step 8: Upon reception of the UE policy in the response message from the PCF, the PGW-C+SMF sends a Create session response message containing the UE policy to the S-GW. The UE policy may be stored in the PCO. The UE policy may be stored in the PCO of the Create session response message.

Step 9: Upon reception of the Create session response message, the S-GW sends a Create session response message containing PCO and the UE policy to the MME.
Upon reception of the Create session response message the MME takes either step 10a or step 10b.

Step 10a: The MME sends an attach accept message containing the PCO and Activate Default EPS Bearer Context Request message which contains the UE policy. If the UE policy is encapsulated in the PCO, the UE extracts the UE policy from the PCO.

Step 10b: The MME sends an attach accept message containing the PCO and the UE policy and an Activate Default EPS Bearer Context Request message.

Step 11: The UE upon reception of the UE policy applies the UE policy when the UE is registered in the EPS or when the UE registers to the 5GS as defined in 3GPP TS 24.526.
Editor’s Note: It is FFS whether PCF for UE and PCF for PDU session are collocated.
* * * End of Change * * * *
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